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To extend and modify authorities needed to combat terrorism, and for other purposes.

Be it enacted by the Senate and House of Representatives of
the United States of America in Congress assembled,
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Sec. 713. Authority to establish production quotas.

Sec. 714. Penalties; authority for manufacturing; quota.

Sec. 715. Restrictions on importation; authority to permit imports for medical, sci-
entific, or other legitimate purposes.

Sec. 716. Notice of importation or exportation; approval of sale or transfer by im-
porter or exporter.

Sec. 717. Enforcement of restrictions on importation and of requirement of notice
of transfer.

Sec. 718. Coordination with United States Trade Representative.

Subtitle B—International regulation of precursor chemicals

Sec. 721. Information on foreign chain of distribution; import restrictions regarding
failure of distributors to cooperate.

Sec. 722. Requirements relating to the largest exporting and importing countries of
certain precursor chemicals.

Sec. 723. Prevention of smuggling of methamphetamine into the United States
from Mexico.

Subtitle C—Enhanced criminal penalties for methamphetamine production and
trafficking
Sec. 731. Smuggling methamphetamine or methamphetamine precursor chemicals
into the United States while using facilitated entry programs.
Sec. 732. Manufacturing controlled substances on Federal property.
Sec. 733. Increased punishment for methamphetamine kingpins.
Sec. 734. New child-protection criminal enhancement.
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Sec. 753. Feasibility study on Federal drug courts.
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TITLE I—USA PATRIOT IMPROVEMENT
AND REAUTHORIZATION ACT

SEC. 101. REFERENCES TO, AND MODIFICATION OF SHORT TITLE FOR,
USA PATRIOT ACT.

(a) REFERENCES TO USA PATRIOT AcT.—A reference in this
Act to the USA PATRIOT Act shall be deemed a reference to
the Uniting and Strengthening America by Providing Appropriate
Tools Required to Intercept and Obstruct Terrorism Act (USA
PATRIOT Act) of 2001.

(b) MobIFicATION OF SHORT TITLE OF USA PATRIOT AcT.—
Section 1(a) of the USA PATRIOT Act is amended to read as
follows:

“(a) SHORT TITLE.—This Act may be cited as the ‘Uniting and
Strengthening America by Providing Appropriate Tools Required
to Intercept and Obstruct Terrorism Act of 2001’ or the ‘USA
PATRIOT Act’.”.

SEC. 102. USA PATRIOT ACT SUNSET PROVISIONS.

(a) IN GENERAL.—Section 224 of the USA PATRIOT Act is
repealed.
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(b) SECTIONS 206 AND 215 SUNSET.—

(1) IN GENERAL.—Effective December 31, 2009, the Foreign Effective date.
Intelligence Surveillance Act of 1978 is amended so that sec- 50 USC 1805 and
tions 501, 502, and 105(c)(2) read as they read on October ntote1861,1862.
25, 2001.

(2) EXCEPTION.—With respect to any particular foreign
intelligence investigation that began before the date on which
the provisions referred to in paragraph (1) cease to have effect,
or with respect to any particular offense or potential offense
that began or occurred before the date on which such provisions
cease to have effect, such provisions shall continue in effect.

SEC. 103. EXTENSION OF SUNSET RELATING TO INDIVIDUAL TERROR-
ISTS AS AGENTS OF FOREIGN POWERS.

Section 6001(b) of the Intelligence Reform and Terrorism
Prevention Act of 2004 (Public Law 108-458; 118 Stat. 3742) is 50 USC 1801
amended to read as follows: note.

“(b) SUNSET.—

“(1) IN GENERAL.—Except as provided in paragraph (2),

the amendment made by subsection (a) shall cease to have

effect on December 31, 2009.

“(2) EXCEPTION.—With respect to any particular foreign
intelligence investigation that began before the date on which

the provisions referred to in paragraph (1) cease to have effect,

or with respect to any particular offense or potential offense

that began or occurred before the date on which the provisions

cease to have effect, such provisions shall continue in effect.”.

SEC. 104. SECTION 2332b AND THE MATERIAL SUPPORT SECTIONS OF
TITLE 18, UNITED STATES CODE.

Section 6603 of the Intelligence Reform and Terrorism Preven-
tion Act of 2004 (Public Law 108—458; 118 Stat. 3762) is amended 18 USC 2332b
by striking subsection (g). note.

SEC. 105. DURATION OF FISA SURVEILLANCE OF NON-UNITED STATES
PERSONS UNDER SECTION 207 OF THE USA PATRIOT ACT.

(a) ELECTRONIC SURVEILLANCE.—Section 105(e) of the Foreign
Intelligence Surveillance Act of 1978 (50 U.S.C. 1805(e)) is
amended—

(1) in paragraph (1)(B), by striking “, as defined in section
101(b)(1)(A)” and inserting “who is not a United States person”;
and

(2) in subsection (2)(B), by striking “as defined in section
101(b)(1)(A)” and inserting “who is not a United States person”.
(b) PHYSICAL SEARCH.—Section 304(d) of such Act (50 U.S.C.

1824(d)) is amended—

(1) in paragraph (1)(B), by striking “as defined in section
IOé(b)(l)(A)” and inserting “who is not a United States person”;
an

(2) in paragraph (2), by striking “as defined in section
101(b)(1)(A)” and inserting “who is not a United States person”.
(c) PEN REGISTERS, TRAP AND TRACE DEVICES.—Section 402(e)

of such Act (50 U.S.C. 1842(e)) is amended—

(1) by striking “(e) An” and inserting “(e)(1) Except as
provided in paragraph (2), an”; and

(2) by adding at the end the following new paragraph:
“(2) In the case of an application under subsection (c) where

the applicant has certified that the information likely to be obtained
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is foreign intelligence information not concerning a United States
person, an order, or an extension of an order, under this section
may be for a period not to exceed one year.”.

SEC. 106. ACCESS TO CERTAIN BUSINESS RECORDS UNDER SECTION
215 OF THE USA PATRIOT ACT.

(a) DIRECTOR APPROVAL FOR CERTAIN APPLICATIONS.—Sub-
section (a) of section 501 of the Foreign Intelligence Surveillance
Act of 1978 (50 U.S.C. 1861(a)) is amended—

(1) in paragraph (1), by striking “The Director” and
inserting “Subject to paragraph (3), the Director”; and

(2) by adding at the end the following:

“(3) In the case of an application for an order requiring
the production of library circulation records, library patron
lists, book sales records, book customer lists, firearms sales
records, tax return records, educational records, or medical
records containing information that would identify a person,
the Director of the Federal Bureau of Investigation may dele-
gate the authority to make such application to either the
Deputy Director of the Federal Bureau of Investigation or the
Executive Assistant Director for National Security (or any suc-
cessor position). The Deputy Director or the Executive Assistant
Director may not further delegate such authority.”.

(b) FAcTUAL BASIS FOR REQUESTED ORDER.—Subsection (b)(2)
of such section is amended to read as follows:

“(2) shall include—

“(A) a statement of facts showing that there are reason-
able grounds to believe that the tangible things sought
are relevant to an authorized investigation (other than
a threat assessment) conducted in accordance with sub-
section (a)(2) to obtain foreign intelligence information not
concerning a United States person or to protect against
international terrorism or clandestine intelligence activi-
ties, such things being presumptively relevant to an author-
ized investigation if the applicant shows in the statement
of the facts that they pertain to—

“(i) a foreign power or an agent of a foreign power;

“(ii) the activities of a suspected agent of a foreign
power who is the subject of such authorized investiga-
tion; or

“(iii) an individual in contact with, or known to,

a suspected agent of a foreign power who is the subject

of such authorized investigation; and

“(B) an enumeration of the minimization procedures
adopted by the Attorney General under subsection (g) that
are applicable to the retention and dissemination by the
Federal Bureau of Investigation of any tangible things
to be made available to the Federal Bureau of Investigation
based on the order requested in such application.”.

(c) CLARIFICATION OF JUDICIAL DISCRETION.—Subsection (c)(1)
of such section is amended to read as follows:

“(c)(1) Upon an application made pursuant to this section, if
the judge finds that the application meets the requirements of
subsections (a) and (b), the judge shall enter an ex parte order
as requested, or as modified, approving the release of tangible
things. Such order shall direct that minimization procedures
adopted pursuant to subsection (g) be followed.”.
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(d) ADDITIONAL PROTECTIONS.—Subsection (c)(2) of such section
is amended to read as follows:

“(2) An order under this subsection—

“(A) shall describe the tangible things that are ordered
to be produced with sufficient particularity to permit them
to be fairly identified;

“(B) shall include the date on which the tangible things
must be provided, which shall allow a reasonable period
of time within which the tangible things can be assembled
and made available;

“(C) shall provide clear and conspicuous notice of the
principles and procedures described in subsection (d);

“D) may only require the production of a tangible
thing if such thing can be obtained with a subpoena duces
tecum issued by a court of the United States in aid of
a grand jury investigation or with any other order issued
by a court of the United States directing the production
of records or tangible things; and

“(E) shall not disclose that such order is issued for
purposes of an investigation described in subsection (a).”.

(e) PROHIBITION ON DISCLOSURE.—Subsection (d) of such section
is amended to read as follows:

“(d)(1) No person shall disclose to any other person that the
Federal Bureau of Investigation has sought or obtained tangible
things pursuant to an order under this section, other than to—

“(A) those persons to whom disclosure is necessary to
comply with such order;

“(B) an attorney to obtain legal advice or assistance with
respect to the production of things in response to the order;
or

“(C) other persons as permitted by the Director of the
Federal Bureau of Investigation or the designee of the Director.
“(2)(A) A person to whom disclosure is made pursuant to para-

graph (1) shall be subject to the nondisclosure requirements
applicable to a person to whom an order is directed under this
section in the same manner as such person.

“(B) Any person who discloses to a person described in subpara- Notification.
graph (A), (B), or (C) of paragraph (1) that the Federal Bureau
of Investigation has sought or obtained tangible things pursuant
to an order under this section shall notify such person of the
nondisclosure requirements of this subsection.

“(C) At the request of the Director of the Federal Bureau
of Investigation or the designee of the Director, any person making
or intending to make a disclosure under this section shall identify
to the Director or such designee the person to whom such disclosure
will be made or to whom such disclosure was made prior to the
request, but in no circumstance shall a person be required to
inform the Director or such designee that the person intends to
consult an attorney to obtain legal advice or legal assistance.”.

(f) JuDICIAL REVIEW.—

(1) PETITION REVIEW POOL.—Section 103 of the Foreign
Intelligence Surveillance Act of 1978 (50 U.S.C. 1803) is
amended by adding at the end the following new subsection:
“(e)(1) Three judges designated under subsection (a) who reside

within 20 miles of the District of Columbia, or, if all of such
judges are unavailable, other judges of the court established under
subsection (a) as may be designated by the presiding judge of
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Deadline.

Publication.
Procedures.

Deadline.

Records.

Records.

such court, shall comprise a petition review pool which shall have
jurisdiction to review petitions filed pursuant to section 501(f)(1).

“(2) Not later than 60 days after the date of the enactment
of the USA PATRIOT Improvement and Reauthorization Act of
2005, the court established under subsection (a) shall adopt and,
consistent with the protection of national security, publish proce-
dures for the review of petitions filed pursuant to section 501(f)(1)
by the panel established under paragraph (1). Such procedures
shall provide that review of a petition shall be conducted in camera
and shall also provide for the designation of an acting presiding
judge.”.

(2) PROCEEDINGS.—Section 501 of the Foreign Intelligence
Surveillance Act of 1978 (50 U.S.C. 1861) is further amended
by adding at the end the following new subsection:

“)(1) A person receiving an order to produce any tangible
thing under this section may challenge the legality of that order
by filing a petition with the pool established by section 103(e)(1).
The presiding judge shall immediately assign the petition to one
of the judges serving in such pool. Not later than 72 hours after
the assignment of such petition, the assigned judge shall conduct
an initial review of the petition. If the assigned judge determines
that the petition is frivolous, the assigned judge shall immediately
deny the petition and affirm the order. If the assigned judge deter-
mines the petition is not frivolous, the assigned judge shall promptly
consider the petition in accordance with the procedures established
pursuant to section 103(e)(2). The judge considering the petition
may modify or set aside the order only if the judge finds that
the order does not meet the requirements of this section or is
otherwise unlawful. If the judge does not modify or set aside the
order, the judge shall immediately affirm the order and order the
recipient to comply therewith. The assigned judge shall promptly
provide a written statement for the record of the reasons for any
determination under this paragraph.

“(2) A petition for review of a decision to affirm, modify, or
set aside an order by the United States or any person receiving
such order shall be to the court of review established under section
103(b), which shall have jurisdiction to consider such petitions.
The court of review shall provide for the record a written statement
of the reasons for its decision and, on petition of the United States
or any person receiving such order for writ of certiorari, the record
shall be transmitted under seal to the Supreme Court, which shall
have jurisdiction to review such decision.

“(3) Judicial proceedings under this subsection shall be con-
cluded as expeditiously as possible. The record of proceedings,
including petitions filed, orders granted, and statements of reasons
for decision, shall be maintained under security measures estab-
lished by the Chief Justice of the United States in consultation
with the Attorney General and the Director of National Intelligence.

“(4) All petitions under this subsection shall be filed under
seal. In any proceedings under this subsection, the court shall,
upon request of the government, review ex parte and in camera
any government submission, or portions thereof, which may include
classified information.”.

(g) MINIMIZATION PROCEDURES AND USE OF INFORMATION.—
Section 501 of the Foreign Intelligence Surveillance Act of 1978
(50 U.S.C. 1861) is further amended by adding at the end the
following new subsections:
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“(g) MINIMIZATION PROCEDURES.—

“(1) IN GENERAL.—Not later than 180 days after the date Deadline.
of the enactment of the USA PATRIOT Improvement and
Reauthorization Act of 2005, the Attorney General shall adopt
specific minimization procedures governing the retention and
dissemination by the Federal Bureau of Investigation of any
tangible things, or information therein, received by the Federal
Bureau of Investigation in response to an order under this
title.

“(2) DEFINED.—In this section, the term ‘minimization
procedures’ means—

“(A) specific procedures that are reasonably designed
in light of the purpose and technique of an order for the
production of tangible things, to minimize the retention,
and prohibit the dissemination, of nonpublicly available
information concerning unconsenting United States persons
consistent with the need of the United States to obtain,
produce, and disseminate foreign intelligence information;

“(B) procedures that require that nonpublicly available
information, which is not foreign intelligence information,
as defined in section 101(e)(1), shall not be disseminated
in a manner that identifies any United States person,
without such person’s consent, unless such person’s identity
is necessary to understand foreign intelligence information
or assess its importance; and

“(C) notwithstanding subparagraphs (A) and (B), proce-
dures that allow for the retention and dissemination of
information that is evidence of a crime which has been,
is being, or is about to be committed and that is to be
retained or disseminated for law enforcement purposes.

“(h) USE oF INFORMATION.—Information acquired from tangible
things received by the Federal Bureau of Investigation in response
to an order under this title concerning any United States person
may be used and disclosed by Federal officers and employees with-
out the consent of the United States person only in accordance
with the minimization procedures adopted pursuant to subsection
(g). No otherwise privileged information acquired from tangible
things received by the Federal Bureau of Investigation in accordance
with the provisions of this title shall lose its privileged character.
No information acquired from tangible things received by the Fed-
eral Bureau of Investigation in response to an order under this
title may be used or disclosed by Federal officers or employees
except for lawful purposes.”.

(h) ENHANCED OVERSIGHT.—Section 502 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 1862) is amended—

(1) in subsection (a)—

(A) by striking “semiannual basis” and inserting
“annual basis”; and

(B) by inserting “and the Committee on the Judiciary”
after “and the Select Committee on Intelligence”;

(2) in subsection (b)—

(A) by striking “On a semiannual basis” and all that Reports.
follows through “the preceding 6-month period” and
inserting “In April of each year, the Attorney General
shall submit to the House and Senate Committees on the
Judiciary and the House Permanent Select Committee on



120 STAT. 200 PUBLIC LAW 109-177—MAR. 9, 2006

Reports.

Intelligence and the Senate Select Committee on Intel-
ligence a report setting forth with respect to the preceding
calendar year”;

(B) in paragraph (1), by striking “and” at the end,

(C) in paragraph (2), by striking the period at the
end and inserting “; and”; and

(D) by adding at the end the following new paragraph:

“(3) the number of such orders either granted, modified,
or denied for the production of each of the following:

“(A) Library circulation records, library patron lists,
book sales records, or book customer lists.

“(B) Firearms sales records.

“(C) Tax return records.

“(D) Educational records.

“(E) Medical records containing information that would
identify a person.”; and

(3) by adding at the end the following new subsection:
“(c)(1) In April of each year, the Attorney General shall submit

to Congress a report setting forth with respect to the preceding
year—

“(A) the total number of applications made for orders
approving requests for the production of tangible things under
section 501; and

“(B) the total number of such orders either granted, modi-
fied, or denied.

“(2) Each report under this subsection shall be submitted in
unclassified form.”.

SEC. 106A. AUDIT ON ACCESS TO CERTAIN BUSINESS RECORDS FOR
FOREIGN INTELLIGENCE PURPOSES.

(a) AupIT.—The Inspector General of the Department of Justice
shall perform a comprehensive audit of the effectiveness and use,
including any improper or illegal use, of the investigative authority
provided to the Federal Bureau of Investigation under title V of
the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C. 1861
et seq.).

(b) REQUIREMENTS.—The audit required under subsection (a)
shall include—

(1) an examination of each instance in which the Attorney
General, any other officer, employee, or agent of the Depart-
ment of Justice, the Director of the Federal Bureau of Investiga-
tion, or a designee of the Director, submitted an application
to the Foreign Intelligence Surveillance Court (as such term
is defined in section 301(3) of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1821(3))) for an order under
section 501 of such Act during the calendar years of 2002
through 2006, including—

(A) whether the Federal Bureau of Investigation
requested that the Department of Justice submit an
application and the request was not submitted to the court
(including an examination of the basis for not submitting
the application);

(B) whether the court granted, modified, or denied
the application (including an examination of the basis for
any modification or denial);

(2) the justification for the failure of the Attorney General
to issue implementing procedures governing requests for the
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production of tangible things under such section in a timely
fashion, including whether such delay harmed national security;

(3) whether bureaucratic or procedural impediments to the
use of such requests for production prevent the Federal Bureau
of Investigation from taking full advantage of the authorities
provided under section 501 of such Act;

(4) any noteworthy facts or circumstances relating to orders
under such section, including any improper or illegal use of
the authority provided under such section; and

(5) an examination of the effectiveness of such section
as an investigative tool, including—

(A) the categories of records obtained and the impor-
tance of the information acquired to the intelligence activi-
ties of the Federal Bureau of Investigation or any other
Department or agency of the Federal Government;

(B) the manner in which such information is collected,
retained, analyzed, and disseminated by the Federal
Bureau of Investigation, including any direct access to such
information (such as access to “raw data”) provided to
any other Department, agency, or instrumentality of Fed-
eral, State, local, or tribal governments or any private
sector entity;

(C) with respect to calendar year 2006, an examination
of the minimization procedures adopted by the Attorney
General under section 501(g) of such Act and whether
such minimization procedures protect the constitutional
rights of United States persons;

(D) whether, and how often, the Federal Bureau of
Investigation utilized information acquired pursuant to an
order under section 501 of such Act to produce an analytical
intelligence product for distribution within the Federal
Bureau of Investigation, to the intelligence community (as
such term is defined in section 3(4) of the National Security
Act of 1947 (50 U.S.C. 401a(4))), or to other Federal, State,
local, or tribal government Departments, agencies, or
instrumentalities; and

(E) whether, and how often, the Federal Bureau of
Investigation provided such information to law enforcement
authorities for use in criminal proceedings.

(c) SUBMISSION DATES.—

(1) PrRIOR YEARS.—Not later than one year after the date Reports.
of the enactment of this Act, or upon completion of the audit
under this section for calendar years 2002, 2003, and 2004,
whichever is earlier, the Inspector General of the Department
of Justice shall submit to the Committee on the Judiciary
and the Permanent Select Committee on Intelligence of the
House of Representatives and the Committee on the Judiciary
and the Select Committee on Intelligence of the Senate a report
containing the results of the audit conducted under this section
for calendar years 2002, 2003, and 2004.

(2) CALENDAR YEARS 2005 AND 2006.—Not later than
December 31, 2007, or upon completion of the audit under
this section for calendar years 2005 and 2006, whichever is
earlier, the Inspector General of the Department of Justice
shall submit to the Committee on the Judiciary and the Perma-
nent Select Committee on Intelligence of the House of Rep-
resentatives and the Committee on the Judiciary and the Select
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Deadline.
Reports.

Committee on Intelligence of the Senate a report containing
the results of the audit conducted under this section for cal-
endar years 2005 and 2006.

(d) PRIOR NOTICE TO ATTORNEY GENERAL AND DIRECTOR OF
NATIONAL INTELLIGENCE; COMMENTS.—

(1) NoTiCE.—Not less than 30 days before the submission
of a report under subsection (c)(1) or (c)(2), the Inspector Gen-
eral of the Department of Justice shall provide such report
to the Attorney General and the Director of National Intel-
ligence.

(2) COMMENTS.—The Attorney General or the Director of
National Intelligence may provide comments to be included
in the reports submitted under subsections (c)(1) and (c)(2)
as the Attorney General or the Director of National Intelligence
may consider necessary.

(e) UNCLASSIFIED FORM.—The reports submitted under sub-
sections (¢)(1) and (¢)(2) and any comments included under sub-
section (d)(2) shall be in unclassified form, but may include a
classified annex.

SEC. 107. ENHANCED OVERSIGHT OF GOOD-FAITH EMERGENCY
DISCLOSURES UNDER SECTION 212 OF THE USA PATRIOT
ACT.

(a) ENHANCED OVERSIGHT.—Section 2702 of title 18, United
States Code, is amended by adding at the end the following:

“(d) REPORTING OF EMERGENCY DISCLOSURES.—On an annual
basis, the Attorney General shall submit to the Committee on
the Judiciary of the House of Representatives and the Committee
on the Judiciary of the Senate a report containing—

“(1) the number of accounts from which the Department
of Justice has received voluntary disclosures under subsection
(b)(8); and

“(2) a summary of the basis for disclosure in those instances
where—

“(A) voluntary disclosures under subsection (b)(8) were
made to the Department of Justice; and

“(B) the investigation pertaining to those disclosures
was closed without the filing of criminal charges.”.

(b) TECHNICAL AMENDMENTS TO CONFORM COMMUNICATIONS
AND CUSTOMER RECORDS EXCEPTIONS.—

(1) VOLUNTARY DISCLOSURES.—Section 2702 of title 18,
United States Code, is amended—

(A) in subsection (b)(8), by striking “Federal, State,
or local”; and

(B) by striking paragraph (4) of subsection (¢) and
inserting the following:

“(4) to a governmental entity, if the provider, in good faith,
believes that an emergency involving danger of death or serious
physical injury to any person requires disclosure without delay
of information relating to the emergency;”.

(2) DEFINITIONS.—Section 2711 of title 18, United States
Code, is amended—

(A) in paragraph (2), by striking “and” at the end,

(B) in paragraph (3), by striking the period at the
end and inserting “; and”; and

(C) by adding at the end the following:
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“(4) the term ‘governmental entity’ means a department
or agency of the United States or any State or political subdivi-
sion thereof.”.

(c) ADDITIONAL EXCEPTION.—Section 2702(a) of title 18, United
States Code, is amended by inserting “or (c)” after “Except as
provided in subsection (b)”.

SEC. 108. MULTIPOINT ELECTRONIC SURVEILLANCE UNDER SECTION
206 OF THE USA PATRIOT ACT.

(a) INCLUSION OF SPECIFIC FACTS IN APPLICATION.—

(1) APPLICATION.—Section 104(a)(3) of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 1804(a)(3)) is
amended by inserting “specific” after “description of the”.

(2) ORDER.—Subsection (c¢) of section 105 of the Foreign
Intelligence Surveillance Act of 1978 (50 U.S.C. 1805(c)) is
amended—

(A) in paragraph (1)(A) by striking “target of the elec-
tronic surveillance” and inserting “specific target of the
electronic surveillance identified or described in the
application pursuant to section 104(a)(3)”; and

(B) in paragraph (2)(B), by striking “where the Court
finds” and inserting “where the Court finds, based upon
specific facts provided in the application,”.

(b) ADDITIONAL DIRECTIONS.—Such subsection is further
amended—

(1) by striking “An order approving” and all that follows
through “specify” and inserting “(1) SPECIFICATIONS.—An order
approving an electronic surveillance under this section shall
specify”;

(2) in paragraph (1)(F), by striking “; and” and inserting
a period;

(3) in paragraph (2), by striking “direct” and inserting
“DIRECTIONS.—An order approving an electronic surveillance
under this section shall direct”; and

(4) by adding at the end the following new paragraph:

“(3) SPECIAL DIRECTIONS FOR CERTAIN ORDERS.—An order Notice.
approving an electronic surveillance under this section in cir- Deadline.
cumstances where the nature and location of each of the facili-
ties or places at which the surveillance will be directed is
unknown shall direct the applicant to provide notice to the
court within ten days after the date on which surveillance
begins to be directed at any new facility or place, unless the
court finds good cause to justify a longer period of up to 60
days, of—

“(A) the nature and location of each new facility or
place at which the electronic surveillance is directed;

“B) the facts and circumstances relied upon by the
applicant to justify the applicant’s belief that each new
facility or place at which the electronic surveillance is
directed is or was being used, or is about to be used,
by the target of the surveillance;

“(C) a statement of any proposed minimization proce-
dures that differ from those contained in the original
application or order, that may be necessitated by a change
in the facility or place at which the electronic surveillance
is directed; and



120 STAT. 204

PUBLIC LAW 109-177—MAR. 9, 2006

“D) the total number of electronic surveillances that
have been or are being conducted under the authority
of the order.”.

(c) ENHANCED OVERSIGHT.—

(1) REPORT TO CONGRESS.—Section 108(a)(1) of the Foreign
Intelligence Surveillance Act of 1978 (50 U.S.C. 1808(a)(1))
is amended by inserting “, and the Committee on the Judiciary
of the Senate,” after “Senate Select Committee on Intelligence”.

(2) MODIFICATION OF SEMIANNUAL REPORT REQUIREMENT
ON ACTIVITIES UNDER FOREIGN INTELLIGENCE SURVEILLANCE ACT
OF 1978.—Paragraph (2) of section 108(a) of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 1808(a)) is amended
to read as follows:

“(2) Each report under the first sentence of paragraph
(1) shall include a description of—

“(A) the total number of applications made for orders
and extensions of orders approving electronic surveillance
under this title where the nature and location of each
facility or place at which the electronic surveillance will
be directed is unknown;

“(B) each criminal case in which information acquired
under this Act has been authorized for use at trial during
the period covered by such report; and

“(C) the total number of emergency employments of
electronic surveillance under section 105(f) and the total
number of subsequent orders approving or denying such
electronic surveillance.”.

SEC. 109. ENHANCED CONGRESSIONAL OVERSIGHT.

(a) EMERGENCY PHYSICAL SEARCHES.—Section 306 of the For-

eign Intelligence Surveillance Act of 1978 (50 U.S.C. 1826) is
amended—

(1) in the first sentence, by inserting “, and the Committee
on the Judiciary of the Senate,” after “the Senate”;

(2) in the second sentence, by striking “and the Committees
on the Judiciary of the House of Representatives and the
Senate” and inserting “and the Committee on the Judiciary
of the House of Representatives”;

(3) in paragraph (2), by striking “and” at the end,;

(4) in paragraph (3), by striking the period at the end
and inserting “; and”; and

(5) by adding at the end the following:

“(4) the total number of emergency physical searches
authorized by the Attorney General under section 304(e) and
the total number of subsequent orders approving or denying
such physical searches.”.

(b) EMERGENCY PEN REGISTERS AND TRAP AND TRACE

DEvVICES.—Section 406(b) of the Foreign Intelligence Surveillance
Act 0of 1978 (50 U.S.C. 1846(b)) is amended—

(1) in paragraph (1), by striking “and” at the end,;

(2) in paragraph (2), by striking the period at the end
and inserting “; and”; and

(3) by adding at the end the following:

“(3) the total number of pen registers and trap and trace
devices whose installation and use was authorized by the
Attorney General on an emergency basis under section 403,
and the total number of subsequent orders approving or denying
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the installation and use of such pen registers and trap and

trace devices.”.

(c) ADDITIONAL REPORT.—At the beginning and midpoint of 8USC 1107.
each fiscal year, the Secretary of Homeland Security shall submit
to the Committees on the Judiciary of the House of Representatives
and the Senate, a written report providing a description of internal
affairs operations at U.S. Citizenship and Immigration Services,
including the general state of such operations and a detailed
description of investigations that are being conducted (or that were
conducted during the previous six months) and the resources
devoted to such investigations. The first such report shall be sub-
mitted not later than April 1, 2006.

(d) RULES AND PROCEDURES FOR FISA COURTS.—Section 103
of the Foreign Intelligence Surveillance Act of 1978 (50 U.S.C.
1803) is amended by adding at the end the following:

“f)(1) The courts established pursuant to subsections (a) and
(b) may establish such rules and procedures, and take such actions,
as are reasonably necessary to administer their responsibilities
under this Act.

“(2) The rules and procedures established under paragraph
(1), and any modifications of such rules and procedures, shall be
recorded, and shall be transmitted to the following:

“(A) All of the judges on the court established pursuant

to subsection (a).

“B) All of the judges on the court of review established

pursuant to subsection (b).

“(C) The Chief Justice of the United States.

“(D) The Committee on the Judiciary of the Senate.

“(E) The Select Committee on Intelligence of the Senate.

“(F) The Committee on the Judiciary of the House of Rep-
resentatives.

“(G) The Permanent Select Committee on Intelligence of
the House of Representatives.

“(3) The transmissions required by paragraph (2) shall be sub-
mitted in unclassified form, but may include a classified annex.”.

SEC. 110. ATTACKS AGAINST RAILROAD CARRIERS AND MASS
TRANSPORTATION SYSTEMS.

(a) IN GENERAL.—Chapter 97 of title 18, United States Code,
is amended by striking sections 1992 through 1993 and inserting
the following:

“§ 1992. Terrorist attacks and other violence against railroad
carriers and against mass transportation systems
on land, on water, or through the air

“(a) GENERAL PROHIBITIONS.—Whoever, in a circumstance
described in subsection (c¢), knowingly and without lawful authority
or permission—

“(1) wrecks, derails, sets fire to, or disables railroad on-
track equipment or a mass transportation vehicle;

“(2) places any biological agent or toxin, destructive sub-
stance, or destructive device in, upon, or near railroad on-
track equipment or a mass transportation vehicle with intent
to endanger the safety of any person, or with a reckle